![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAANIAAAAuCAIAAADSq9B3AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAALNUlEQVR4nO2cb0xb1xXAT7vmQyflXa9TPqy1nUxTWsXmedpaCcMzlTopRtgkRQqRMK4y0SixoWJBUyCAIFEDAvNHk7OoxqZL0FiNXYVIpLGNINIixTY4UtKpfsZV20UKNutUVal8H1K3Kf2wD4c8ucZgYgyG9v2UD37P5517/XJy7r3nT555FLz3KHgPdgCRnyw/eua7Ys8CAMD43c+KPYUV5Oajzyt/UexZFJ7nHgXvfdHvLPY0AAD+tuffnz/732LPAgDg5f/9sthTWOHnFa/9IM3u2WJPQOLHiGR2EkVAMjuJIiCZnUQRkMxOoghIZidRBCSz28XYh2wH9snsQ7aslxkc2Ccz1Rwp1NCrtUXmQuuMniH2XKHmIbHDaWlrlyuUO0RbDrN7XvniT/e/uPr+49SywH+21lMM+8oe2d7V94XoZ4/p8tNOEZErlHJlwd5aPMYLlOb37Fq/boN8u/jlfxJf5v34Rujp7ozz/LE603WvBwAaLFZ9lfFuOLzMCpPeietez5m2c9pyXTzG93R1qlj2TOu5nq7OpURCFEYNh6sMny7ESss5VQl7aWhAoJQhpMFi1ZbrUBsAzE77x1xOAFCxrDgB+5DtbjgMAHKlsru3j2FIhlgOs5Objx7ssKy+/03oXsRwaq2nVANnX9C9tvr+XeOpvBNxtab6ltb2/J5dTV1NdSQcyu/ZtX7dBnlMl6ONF77y3c5bQ07iPD8fDs6HgyuXMV7/TyNeHlKXzIeDqmlWW66LhEPz4WApx5lqjizw0TKuIh7jT58we2/40jW8pFD0dHVSmirjKmYCvkg4FPz4E/wqMhc6fcIMAArlfnG4q64R+6BNodzPEHLN4xYo7e7tQzE1q7nidIC0t9t+9pC9r078SW4+utUDne/tf/h1Ss1qKE1F5lb+jekNRgCYDfgB4O5cGAAYhizwUYVyfynHaTkdAKBbAoBKQ3Xo42hLazulKUJkKpY9bjJ39/aJQ9yaDuBAwfuftLS1i0McN5n1BuPhKgMACJROeicAoKWt3f/3O+d7+yGnt5PYIjQj7wLAkvujrRsClzOGIek3GYaoWc0CH11KJiLhEBoTfoXLYhlXIVcq4zwPAA0WK27gzvf2XxoaQEc1G/CjdQIAiqEG8ebYqPOax61Q7s/Y/KEACkvermhoRt492GHdjAY0qVvTgdlp/+y0H3dyOXf66IQuDQ1QmtIbjKiEIcQ1/kF3b18px5WWc+ny8Rh/azrQYLFGHyyWcRWUppaSCfwKbQh9Ho4OT1yp//addL8IT5woCktmV0yy7ps3Tq2pHl3X6RPm0yfMycSimtXgMroO+iojAFzzuAEAjwtlXMUCH9X8ar/hjQr7YGYERK5UxmO8fdBW8dtfz4eDhMhEy244bQWAK07HgX0yVAgAqhIWAFDbyjzr6gmRzQR8B/bJ0GVKi+wuhmGIZ+rmpGdCEChe1prqGYYcqzOVchwah/hZDHmoStj0fRgAeKZuXnWNoBItp9OW6wRKRQ0MQ/y37+D+DABq6+pFbXKFMnA7ODvtR7XxGK/ldG9bGkvLOUGgonXKFUrP1M10sWc+73OuU293sMOax0lWG3g/j5OsPd96O++UT9xYpJP3cdWxbr3dWr/ui35X1je5h+wtDbzPsK9k1RZgfrPuWH95QffqupPdlUiL7JbzmC5/2j5c7FnsLKRFdheTNdnlmbpZKP0YNBYVYsi3lOPWCqCifHdvH27v1kEyu12MGKHdIjBojJ8FgfZ0dQqUusY/2Lxmyex2MQ+/TgFAZC5U92Z1S1s7OqHIXAh3tHg4AABBoHjswDMHxm9xv7+UTMgVytq6+tViGQG/2YD/WJ0JAARK8SsciGEIHnVr6+oPqUv2MgxDCADMTvvjMR6eHEEAYNI7gZEXLaeTzG47eKm+YKUf6zPpnTjb3CRenu/trzXVY+4L71z/0NPd25cRJREo1RuMxjdepzQliqUv1qaaI6Lbsw/avDd8AqWY7xLRcrrrXs98OKjldGOjTgyUiPK3pgPiHZCOFAXkYIfFIPwj659tSIUhl4YGAOB8b//ouBsvJz0TC3y00lAdfbB40trEMARTC4TIRsfdGEm5NR0YG3VSmjpuMkcfLFYaqhf46KRnJWISmQvNh4NqVhP6ODp82QEAYy4nBodb2tqjDxbVrCZ9DkuJxBWngxAZypdxFUuJxCF1SaWhWhxR8nY/KJKJRQC42NWBl5SmMBrXYLEyDOnu6QMAzM+qSlh9lVHL6dDzoS0eqzMxDGmwWGcCPnwQAHDJPlxlwOX4bHPTTMBXxlUAAC7rh6sMojcFAHElRXlcwS2/f2sm4JsJ+FBG8nbF5KHDXViFhMgAIPpg8eHXKe8Nn/fGyl8zms7stN8+ZMMCJ0TcwOGGDL/KCHbizuxfySQA4HZNdG+T3glBoJjMzdCJxreUTNiHbFddIzMBn5rVRB8sohuWvF3RiDZeKHgpQK2p/orTYXzjdYYQrGUauvyefdBmH7TdDYcxtZWRKkXQw51tbsL9GQDU1tWjPekNRtIlu+Zxx2M82uXhKoOqhJ0PB882N0FzpioVy2LKzvi71wVKk4lFrDpZ4KOWE2+h4UpmVxwKaHMMQ8q4CvRJ3T19exkGzQWLlBiGeG/4Lg0OAEClofpM6zkAKOMqxMIT/Kwt142OuzFbX2moxtoTsYbFM3UTyzxVJawYtxsdd6MNLQsCHhfS5bFuFDN1b1sa5UolKtcbjEuJhGR22w0mLQro51QlbPqps6W1HVq/J6At12mnvpc8TJcXP+urjFglIIJ7QRzC9dfvhet6ujuvOB2VhupDJSV4+JArlKI8AAz9+b10+QzleZrdC7rX5OajWd+d3Hx0M8W3u5dvQvceBe/nFPvKd3udfoDdwpnWc3Gex1MCIbLhy46naq3I39tpRt7FWkUJ5FHwfhH/EyOxMSLd5az1VXp/F8MQvcG4caMRU2SbycLlMLu8O26ya0sVUptEOoJA18qVrf4qI1x8satjdNydscKupaq1+R2GEJdlUymyHGb30OFm2JcLEu2MNl74ASwuOxCMw2U0wuFNLInL+pSa1eCR9rrXc83jHnM59VXGeIxfqbor1wH21wlUW66LzIXkCuVSMsEwxDX+AcOQeIxfR3lOci+y0cYLAv+5ynY2vwFEJVvaN/DjRBComPjCiB0ALCUTppojGDcGgJa29qzFiAxDVjK2lGJhcOsf3hErhNWsBk+jGHOhNNXS1m4ftGHmNyMLnAcbChc/dLijjRfyG+AxXb5f/0fJ5raC2YB/gY+qWY33hk+sNbo0NJBMLFYaqocvOwiR2QdtWTuC4zHeVHPEVHOktfkdAMDmQkJk53v7MeomJscYQgrb2g0bP1Kg3TztGeIxXb5rOCWtrVsEZgLOtJ7TluugDebfDMKTTEN6JgqjaxlQmsINHyGy4yYzZikoTYmJNTE55pm6KVcoxZbHgvAUJ9kl90dC9LOnaojfhg54ALjY1YFvLYOsr3vzxM8NZ30J3y5u+S/NCjqzDJc2fNmBfYfpPQ3plHEV6UfRq64ReBIoFijFroiVzv60x5cFAVZlz/Lg6QIoO9NvbZF5rcXOeQm4aevp6lxKJsSe6lKOmw8Hx0adWk436ZmgNIVp0PXRG4wXuzoi4ZBcqYyEQwt8FDNaGUx6JuI8v/kXLpUC7GK05bqT1iZKU/ZBm/gfxLS0tp+0Ni3wUUxYDV92ZF0KMpArlKPjboaQK07HAh89aW1629KYMdZxkxmX5pw16znJ0Tm2neTdOVZw1u8c206kzjEJiYIhmZ1EEZDMTqIISGYnUQQks5MoApLZSRSB/wMM5KsD/QJRdgAAAABJRU5ErkJggg==)

**FACULTAD DE INGENIERÍA**

**­Carrera Profesional de Ingeniería de Sistemas e Informática**

**Tarea 2**

Amenazas de Red

**Curso:**

Seguridad Informática

**Sección:**

31437

**Docente:**

ENZO RUBEN HEREDIA MELENDEZ

**Presentado por:**

Cutimbo Jibaja, Daniel Alberto

Arequipa – Perú

2022

*¿Que controles de seguridad implementar****í****as en una organización o en la organización en la que laboras?*

**A nivel administrativo:**

* **Crear y aplicar políticas de seguridad de la información:** Crear normas sobre el acceso y uso de los dispositivos de la empresa, sobretodo los dispositivos que tienen acceso a información sensible. Evitando así que puedan ser usados para motivos personales pudiendo descargar archivos o accediendo a páginas web que puedan contener código malicioso.
* **Concientización de la seguridad de la información:** Capacitar al personal de la organización sobre los métodos de hacking y sus riesgos no solo contra la información de la organización sino también contra su información personal.
* **Comunicación efectiva:** Fomentar la comunicación efectiva entre las distintas áreas que tienen acceso a la información con el departamento de ciberseguridad para prevenir, y proteger la información frente a incursiones no autorizadas.

**A nivel de hardware:**

* **Ofrecer hardware dedicado de** uso **ś**olo laboral y b**loquear los puertos de acceso físicos:** Bloquear los pueros de acceso (USB, microUSB, USB-C, etc) de los ordenadores y dispositivos que utilice el personal de la organización de uso exclusivo para laborar, acceder a la información o enviar correos, mensajes a distintas áreas.

**A nivel de software:**

* **Cambio de las contraseñas de acceso de los dispositivos:** Los dispositivos de red, bases de datos y cualquier dispositivo dentro de la organización debe estar protegido con contraseña distinta a la establecida por defecto y sobretodo cambiar las contraseñas cada cierto periodo de tiempo.
* **Monitorear constantemente el registro de eventos:** Establecer horarios y cuentas de acceso autorizado a la información para así detectar incursiones por parte de terceros, además de identificar los dispositivos por dirección MAC e IP.
* **Sistema de cierre de sesión automático:** Implementar en los dispositivos y sistemas un sistema de *Automatic Log-Out* para delimitar el tiempo de inactividad de los usuarios y por seguridad cerrar su acceso a la información.
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